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1
Decision/action requested

Approve pCR for overall evalution for KI#6.2
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3
Rationale

Six solutions have been proposed to address KI#6.2 in TR33.819.  This document makes a comparison of the solutions against the key issue to aid in evaluation and concusion of the key issue. 
4
Detailed proposal

***
BEGINNING of CHANGES
***
7
Conclusions
7.x 
Overall evaluation 
7.x.2
Overall evaluation for solutions addressing KI#6.2

Following table summarizes the main features of the proposed solutions against the key issue.
	
	Mechanisms
	Protection and verification.
	Updates required
	Spec Impact

	Solution #11
	Diffie-Hellman
	Between UE and NG-RAN. Verify before the authentication process.
	Compute hash at NG-RAN and UE.
	DH calculation.

	Solution #12
	Hash
	Between UE and NG-RAN. Verify before the authentication process.
	Compute hash at NG-RAN and UE.
	Hash calculation.

	Solution #13
	Embedding CAG ID in SUCI
	Between UE and AMF. Verify before the authentication process.
	Reusing concealing procedure and deconcealing procedure used for SUPI protection. 
	No new mechanism. (concatenate CAG ID to scheme input)

	Solution #14
	Concelaed CAG ID
	Between UE and NG-RAN. Verify after the authentication process.
	Reusing concealing procedure and deconcealing procedure used for SUPI protection.
	No new mechanism.

	Solution #15
	NAS security
	Between UE and AMF. Verify after the authentication process.
	Revision in the functionality of SA2 solution.
	Activate NAS security.

	Solution #16
	NAS security
	Between UE and NG-RAN. Verify before the authentication process.
	Revision in the functionality of SA2 solution.
	Activate NAS security.


***
End of CHANGES
***
